
When an individual’s computer does not trust our Digicert certificate, the certificate will 
need to be installed into the system’s trusted root certification store and intermediate 
certificate store. These can be downloaded clicking the link below and following the 
prompts to the correct cert store: 

 https://www.digicert.com/kb/digicert-root-certificates.htm  

These are the two certificates to install and download from the website link above:  

 

 

 

 

Below is a link from Microsoft with 
directions to install the certificates: 

https://docs.microsoft.com/en-
us/skype-sdk/sdn/articles/installing-
the-trusted-root-certificate 

 

Remember: One will go to Trusted 
Root Certification Authorities store, 
and the other will go to Trusted 
Intermediate Authorities. 

 

How to install the Securly SSL certificate 
on Mac OSX ? 

 

 

https://www.digicert.com/kb/digicert-root-certificates.htm
https://docs.microsoft.com/en-us/skype-sdk/sdn/articles/installing-the-trusted-root-certificate
https://docs.microsoft.com/en-us/skype-sdk/sdn/articles/installing-the-trusted-root-certificate
https://docs.microsoft.com/en-us/skype-sdk/sdn/articles/installing-the-trusted-root-certificate
https://support.securly.com/hc/en-us/articles/206058318-How-to-install-the-Securly-SSL-certificate-on-Mac-OSX-
https://support.securly.com/hc/en-us/articles/206058318-How-to-install-the-Securly-SSL-certificate-on-Mac-OSX-

	How to install the Securly SSL certificate on Mac OSX ?

